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Syniverse Technologies and its group companies (collectively “Syniverse”), is aware of the need 

to address Internet privacy issues and we believe you should be aware of how we intend to treat 

any information about you that we might receive on the Internet as a result of your visit to the 

Site. This Privacy Notice explains how we collect, share and use personal information about you, 

and how you can exercise your privacy rights. This Privacy Notice applies to personal 

information that we collect through our website at http://mmvd.syniverse.com 

Syniverse does not disclose, give, sell or transfer any personal information about visitors to 

its site, unless required for law enforcement or by statute. What personal information does 

Syniverse collect and why? 

Information that you provide voluntarily 

Syniverse is committed to protecting your privacy. We will not collect any personal information 

about you when you visit our Site (other than the standard information automatically collected 

and stored in the Web server’s logs (see below)) unless you choose to provide it to us through a 

web form requesting to be contacted or requesting a file.  

If you send us an email, we will collect and store your e-mail address and the content of the e-

mail, including any personal information you chose to include, and will use it only to respond to 

your request quickly and accurately. However, e-mail is not necessarily secure against 

interception. If you are worried because your communication is very sensitive, you can send it by 

postal mail or contact us via telephone. 

Information that we collect automatically 

You can visit Syniverse on the Site without telling us who you are or revealing any information 

about yourself. Our web servers collect the domain names, not the e-mail addresses, of visitors. 

In general, we gather information about users of the Site collectively in order to determine, for 

example, which areas users access more frequently and which materials users access the most. 

This information helps us to determine what is most beneficial for our users, and how we can 

continually create a better overall experience for our users by improving the content of the Site. 

There are times however, when we may need information from you, such as your name and 

address.  

Information that we obtain from third party sources 

From time to time, we may receive personal information about you from third party sources 

(including website pages you have visited), but only where we have checked that these third 

parties either have your consent or are otherwise legally permitted or required to disclose your 

personal information to us.   

The types of information we collect from third parties include IP Addresses and we use the 

information we receive from these third parties to provide a better digital experience 

In general, we will use the personal information we collect from you only for the purposes 

described in this Privacy Notice or for purposes that we explain to you at the time we collect 

your personal information.  However, we may also use your personal information for other 



purposes that are not incompatible with the purposes we have disclosed to you (such as archiving 

purposes in the public interest, scientific or historical research purposes, or statistical purposes) if 

and where this is permitted by applicable data protection laws. 

Who does Syniverse share my personal information with? 

We may disclose your personal information to the following categories of recipients: 

 to our group companies, third party services providers and partners who provide 

data processing services to us (for example, to support the delivery of, provide 

functionality on, or help to enhance the security of our Website), or who otherwise 

process personal information for purposes that are described in this Privacy Notice or 

notified to you when we collect your personal information. A list of our current group 

companies is available upon request and a list of our current service providers and 

partners is available upon request.  

 to any competent law enforcement body, regulatory, government agency, court or 

other third party where we believe disclosure is necessary (i) as a matter of applicable 

law or regulation, (ii) to exercise, establish or defend our legal rights, or (iii) to protect 

your vital interests or those of any other person; 

 to an actual or potential buyer (and its agents and advisers) in connection with any 

actual or proposed purchase, merger or acquisition of any part of our business, provided 

that we inform the buyer it must use your personal information only for the purposes 

disclosed in this Privacy Notice; 

 to any other person with your consent to the disclosure. 

Legal basis for processing personal information (EEA visitors only) 

If you are a visitor from the European Economic Area, our legal basis for collecting and using 

the personal information described above will depend on the personal information concerned and 

the specific context in which we collect it.   

However, we will normally collect personal information from you only (i) where we need the 

personal information to perform a contract with you, (ii) where the processing is in our legitimate 

interests and not overridden by your rights, or (iii) where we have your consent to do so.  In 

some cases, we may also have a legal obligation to collect personal information from you or may 

otherwise need the personal information to protect your vital interests or those of another person. 

If we ask you to provide personal information to comply with a legal requirement or to perform a 

contact with you, we will make this clear at the relevant time and advise you whether the 

provision of your personal information is mandatory or not (as well as of the possible 

consequences if you do not provide your personal information).   

If we collect and use your personal information in reliance on our legitimate interests (or those of 

any third party), this interest will normally be to operate our platform and communicating with 

you as necessary to provide our services to you and for our legitimate commercial interest, for 

instance, when responding to your queries, improving our platform, undertaking marketing, or 

for the purposes of detecting or preventing illegal activities.  We may have other legitimate 

interests and if appropriate we will make clear to you at the relevant time what those legitimate 

interests are. 



If you have questions about or need further information concerning the legal basis on which we 

collect and use your personal information, please contact us using the contact details provided 

under the “How to contact us” heading below. 

How does Syniverse keep my personal information secure? 

We use appropriate technical and organisational measures to protect the personal information 

that we collect and process about you.  The measures we use are designed to provide a level of 

security appropriate to the risk of processing your personal information. For more information on 

measures we use please refer to the Syniverse Information Security Policy.  

International data transfers 

Your personal information may be transferred to, and processed in, countries other than the 

country in which you are resident.  These countries may have data protection laws that are 

different to the laws of your country (and, in some cases, may not be as protective). 

Specifically, our Website servers are located in Frankfurt, Germany, and our group companies 

and third party service providers and partners operate around the world.  This means that when 

we collect your personal information we may process it in any of these countries.   

However, we have taken appropriate safeguards to require that your personal information will 

remain protected in accordance with this Privacy Notice. These include implementing the 

European Commission’s Standard Contractual Clauses for transfers of personal information 

between our group companies, which require all group companies to protect personal 

information they process from the EEA in accordance with European Union data protection law.   

Our Standard Contractual Clauses can be provided on request. We have implemented similar 

appropriate safeguards with our third party service providers and partners and further details can 

be provided upon request.  

Data retention 

We retain personal information we collect from you where we have an ongoing legitimate 

business need to do so (for example, to provide you with a service you have requested or to 

comply with applicable legal, tax or accounting requirements).   

When we have no ongoing legitimate business need to process your personal information, we 

will either delete or anonymise it or, if this is not possible (for example, because your personal 

information has been stored in backup archives), then we will securely store your personal 

information and isolate it from any further processing until deletion is possible.  

Your data protection rights 

If you are a resident of the European Economic Area, You have the following data protection 

rights: 

 If you wish to access, correct, update or request deletion of your personal information, 

you can do so at any time by contacting us using the contact details provided under the 

“How to contact us” heading below. 

 In addition, you can object to processing of your personal information, ask us to restrict 

processing of your personal information or request portability of your personal 

information. Again, you can exercise these rights by contacting us using the contact 

details provided under the “How to contact us” heading below. 



 You have the right to opt-out of marketing communications we send you at any time.  

You can exercise this right by clicking on the “unsubscribe” or “opt-out” link in the 

marketing e-mails we send you.  To opt-out of other forms of marketing (such as postal 

marketing or telemarketing), then please contact us using the contact details provided 

under the “How to contact us” heading below. 

 Similarly, if we have collected and process your personal information with your consent, 

then you can withdraw your consent at any time.  Withdrawing your consent will not 

affect the lawfulness of any processing we conducted prior to your withdrawal, nor will it 

affect processing of your personal information conducted in reliance on lawful processing 

grounds other than consent. 

 You have the right to complain to a data protection authority about our collection and 

use of your personal information.  For more information, please contact your local data 

protection authority.  

We respond to all requests we receive from individuals wishing to exercise their data protection 

rights in accordance with applicable data protection laws. 

Updates to this Privacy Notice 

We may update this Privacy Notice from time to time in response to changing legal, technical or 

business developments. When we update our Privacy Notice, we will take appropriate measures 

to inform you, consistent with the significance of the changes we make.  We will obtain your 

consent to any material Privacy Notice changes if and where this is required by applicable data 

protection laws. This statement was last update on June 21
st
 2018.  

Cookie Notice 

Last updated: 21
st
 June 2018  

This Cookie Statement explains how Syniverse Technologies and its group companies 

(collectively “Syniverse”, "we", "us", and "ours") use cookies and similar technologies to 

recognise you when you visit our websites at http://mmvd.syniverse.com ("Websites").  It 

explains what these technologies are and why we use them, as well as your rights to control our 

use of them. 

What are cookies? 

Cookies are small data files that are placed on your computer or mobile device when you visit a 

website.  Cookies are widely used by website owners to make their websites work, or to work 

more efficiently, as well as to provide reporting information.   

Cookies set by the website owner (in this case, Syniverse) are called "first party cookies".  

Cookies set by parties other than the website owner are called "third party cookies".  Third party 

cookies enable third party features or functionality to be provided on or through the website (e.g. 

like advertising, interactive content and analytics).  The parties that set these third-party cookies 

can recognise your computer both when it visits the website in question and also when it visits 

certain other websites.   

Why do we use cookies? 

We use first party and third-party cookies for several reasons. Some cookies are required for 

technical reasons for our Websites to operate, and we refer to these as "essential" or "strictly 



necessary" cookies. Other cookies also enable us to track and target the interests of our users to 

enhance the experience on our Websites.  Third parties serve cookies through our Websites for 

advertising, analytics and other purposes.  This is described in more detail below. 

The specific types of first and third-party cookies served through our Websites and the purposes 

they perform are described in the table below (please note that the specific cookies served may 

vary depending on the specific Website you visit): 

Types of cookie Who serves these cookies 

Essential website cookies: These cookies are 

strictly necessary to provide you with services 

available through our Websites and to use 

some of its features, such as access to secure 

areas.   

Cookie domain: http://mmvd.syniverse.com 

Performance and functionality cookies: 
These cookies are used to enhance the 

performance and functionality of our Websites 

but are non-essential to their use.  However, 

without these cookies, certain functionality 

may become unavailable. 

None 

Analytics and customisation cookies: These 

cookies collect information that is used either 

in aggregate form to help us understand how 

our Websites are being used or how effective 

are marketing campaigns are, or to help us 

customise our Websites for you. 

 

None 

Advertising cookies: These cookies are used 

to make advertising messages more relevant to 

you.  They perform functions like preventing 

the same ad from continuously reappearing, 

ensuring that ads are properly displayed for 

advertisers, and in some cases selecting 

advertisements that are based on your interests. 

 

None 

Social networking cookies: These cookies are 

used to enable you to share pages and content 

that you find interesting on our Websites 

through third party social networking and other 

websites.  These cookies may also be used for 

advertising purposes too. 

None 



 

Do you serve targeted advertising? 

Third parties may serve cookies on your computer or mobile device to serve advertising through 

our Websites. These companies may use information about your visits to this and other websites 

to provide relevant advertisements about goods and services that you may be interested in. They 

may also employ technology that is used to measure the effectiveness of advertisements. This 

can be accomplished by them using cookies or web beacons to collect information about your 

visits to this and other sites to provide relevant advertisements about goods and services of 

potential interest to you. The information collected through this process does not enable us or 

them to identify your name, contact details or other personally identifying details unless you 

choose to provide these.  

How can I control cookies? 

You have the right to decide whether to accept or reject cookies.  You can exercise your cookie 

preferences by clicking on the appropriate opt-out links provided in the cookie table above. 

You can set or amend your web browser controls to accept or refuse cookies. If you choose to 

reject cookies, you may still use our website though your access to some functionality and areas 

of our website may be restricted. As the means by which you can refuse cookies through your 

web browser controls vary from browser-to-browser, you should visit your browser's help menu 

for more information. 

In addition, most advertising networks offer you a way to opt out of targeted advertising.  If you 

would like to find out more information, please visit http://www.aboutads.info/choices/ or 

http://www.youronlinechoices.com.  

How often will you update this Cookie Statement? 

We may update this Cookie Statement from time to time in order to reflect, for example, changes 

to the cookies we use or for other operational, legal or regulatory reasons.  Please therefore re-

visit this Cookie Statement regularly to stay informed about our use of cookies and related 

technologies.   

The date at the top of this Cookie Statement indicates when it was last updated.   

Where can I get further information? 

If you have any questions about our use of cookies or other technologies, please email us 

dpo@syniverse.com. 

How to contact us 

If you have any questions or concerns about our use of your personal information, please contact 

our data protection officer using the following details:  

Data Protection Officer 

Syniverse Technologies Sarl 

15 Rue Edmund Reuter 

L-52326 Contern 

Luxembourg 

dpo@syniverse.com 

http://www.aboutads.info/choices/
http://www.youronlinechoices.com/


 

The data controller of your personal information is Syniverse Technologies LLC.  

 


